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1. Overall Description:
SA3 has studied a new key issue “Cyber-attacks Detection supported by NWDAF” in TR 33.866 based on use case 5 “NWDAF supporting the detection of cyber-attacks” depicted in TR 23.700-91. 
SA3 noticed the description in use case 5 depicted as below
“The UE and NWDAF collaborate with each other to detect the attacks that may occur in UE, RAN or Core Network.
NOTE:	Relevant parameters to be collected from UEs should be provided by SA WG3.
Attack detection alerts could be provided to OAM and 5GC NFs that have subscribed to them so that they could take proper action.”
It is very clear to SA3 that the relevant parameters for detection should be provided by SA3. However, SA3 also noticed that the NWDAF outputs can be used for mitigation of specific cyber-attack, and some discussions about mitigation of cyber-attack has been raised in SA2 before, e.g. S2-2006977. SA3 will investigate the mitigation method for cyber-attack, and require SA2 to provide some feedback progress of this use case.

2. Actions:
To SA2 groups.
[bookmark: _GoBack]ACTION: SA3 kindly requests SA2 to give feedback on the question.

3. Date of Next TSG-SA WG3 Meetings:
SA3#101Bis-e			18-22 January 2021			                  e-meeting
SA3#102-e			22 Feburary – 5 March 2021			     e-meeting
